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XYZ NAME 
 
+91-XXXXXXXXXXXX  
xxxxxxxxxx@imedita.com 

 
 

CAREER OBJECTIVE 

 
Seeking a long term position in Networking Domain with prestigious organization which 

provides an ambience where I can enhance my technical and personal skills and utilize them to 

benefit the organization.  

 

Professional Certification: CCNA Security - 210-260 IINS, CCNP Security 

 
 
 TECHNICAL KNOWLEDGE 
 

NETWORKING HARDWARE 

 
Routers  :  Cisco (1800,2500,2600,2800,2900,3600,3700) 
Switches  :  Cisco (2900,3550,3560,3750) 
Firewall  :  Cisco (5510,5512, 5512,5520)  
Iron Port  :  Cisco (S170) 
Access Point :  Cisco (1242) 
WLC  :  Cisco (2504) 
IPS/IDS  :  Cisco (4240,4255) 
 
 
FIREWALL:   

 Routing, NAT, ACL, Object-Group, CTP, Transparent Firewall, Context, Failover, VPNs, MPF,  VPN-

Load Balancing, Zero-down-time-upgrade, Firewall management etc. 

 ASA OS 9.x Features like Clustering, BGP on ASA, Dynamic Routing in multiple mode, OSPFv3 on 

ASA, 

 Site-Site in Multiple mode, NAT with IPv6, Site-Site with IPv6 on ASA, SSL With IPv6, Failover 

Active-Standby & Active-Active With IPv6. 

 

VPN:  

 Site-Site VPN, Remote Access VPN, DMVPN, GETVPN, SSL-VPN, FLEX VPN. 

 

WEB SECURITY: 

 Iron-Port, Worked on technologies like URL filtering, bandwidth management, malware protection, 

AD integration, Proxy authentication etc. 

 

NETWORK MANAGEMENT:  

 AAA (Authentication, Authorization, Accounting), RADIUS, TACACS+, ISE. 

IDS/IPS:  

 Cisco 4220, 4455 etc. Worked on technologies like VLAN-pair, Interface-pair, Signature tuning, 
monitoring, logs etc. 

 
 



 
 

        PROFESSIONAL EXPERIENCE 
 
 

Company: Company Name 

Designation: Technical Consultant Network Security 

Period: March 2015- Till present 

 

Roles & Responsibilities: 

 

 Configuration and t shoot of switch and router along complete 34 fortis sites. 

 To do changes in network (which includes IOS upgradation, Route the traffic from Primary to 

secondary if Primary link is flapping, adding vlan, adding a routes, password breaking of router 

and switches, managing unmanaged network) 

 Implemented all layer 2 security in our network to more it more secure.(DHCP SNOOPING,PORT 

SECURITY,SSH V2, ) 

 Mainly responsible in dealing with S1 and S2 incidents. 

 Timely completion of given activity and to generate daily link utilization report with SLA 

achievement more than 95 % 

 Worked on tools for monitoring  

 Vendor management with ABC COMMUNICATIONS in case of any site outage. 

 Implemented SITE TO SITE VPN Using IPSEC  

 Very good knowledge of HSRP and STP protocols(Implemented HSRP in our network for 

redundancy ) 

 Responsible for routers and switches hardening and enabling security features 

 

Company: Company Name 

Designation: Designation  

Period: July 2014- March 215 

 

Roles & Responsibilities: 

 

 Backup of routers 

 Maintaining cisco routers and switches. 

 Troubleshoot problems related to LAN users. 

 Backup of IOS 

 Good knowledge on OSI LAYERS and TCP/IP protocols.(IP,ICMP,TCP,SMTP,FTP,UDP) 

 Configuration of NAT/PAT,ACL on Cisco routers and Switches. 

 Configuration of VLAN , VTP 

 Maintenance of cisco routers 1800,2800 and cisco switches 2960,3550. 

 Assigning  port security 

 Configuration of Static, Dynamic (RIP, RIP2, OSPF & EIGRP) and Default Routing protocols. 

 VLAN configuration over switches and make machines communicate in LAN & WAN connectivity 

 LAN technologies - Ethernet, Fast Ethernet, Gigabit Ethernet,  

 Implemented  ether channel on switches 

 Troubleshooting different kind of links or management problems in case of failure. 

 Troubleshooting VLAN,VTP,TRUNK LINK,OSPF, EIGRP. 

 Configuration of Standard & Extended  in ACL. 

 Configuration of PORT-Security over Switches (Manually). 

 Configuration  VTP modes of Server, Client & Transparent in Cisco Switches. 

 Trunking configuration in Switches and troubleshoot 

 Backup of complete NVRAM and RAM of the Router and restore them when ever required 

 



 

ACADEMIC QUALIFICATIONS 
 
 

Year Degree Institute/School 

2014 B.Tech/BE 
Laxmi Devi Institute of Engineering and Technology, 

Alwar 
 (Information Technology) Rajasthan Technical University 

2010 Class XII (CBSE) Boys School Chirag Enclave New Delhi 

2007 Class X (CBSE) R.C.C.E Public School 
 
 
 

EXTRA-CURRICULAR ACTIVITY 

 
 Lead Coordinator at CRIFOTESS (cricket, football, chess event) at College level.  

 Played football tournament at IMS Ghaziabad and qualified till quarter finals amongst 70 teams.  

 Successfully coordinated various activities and events in college technical fests SANGRAM 2014 

& SANGRAM 2013.  

 Motivated juniors to participate in various cultural, technical activities in the college.  

 

PERSONAL INFORMATION 

 

Date of Birth : XXXXX 
Permanent Address : Sample, Sample, Sample, 411045 

Languages : English, Hindi. 

Marital Status : XXXX  
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YOUR NAME 
E-Mail: youremail@domain.com  

Contact: +91-9999999999 
  

 
 

 
 Having total of 5.2years’ experience in IP- Networking working with Major Tier1 and Tier2 

ISP Networks, 

 Currently working with Vodafone India LTD as Senior Engineer – IP-Services NOC. 

 Competent professional qualified with B.E Electronics & Communications from Pune 

University backed by Cisco Certified (CCNA 640-802, CCNP Route 642-902 

CSCO12104451,TSHOOT-300-115),Juniper Certified (JNCIA Certified ID: 

JPR00259634),Alcatel-Lucent University Certified Trainings (SR-OS Fundamentals, SR-OS 

Services Implementation) 

 Functional expertise in Network technology, MPLS Planning\Implementation, Networking 

hardware and software, troubleshooting, client interfacing and customer service and 

support. 

 Proficient in Installation, Configuration, provisioning, management & trouble shooting of 

network components/ peripherals with exposure across Cisco router(7606,7609,7200) 

& switches(3750,2960), Juniper Router(MX960,M480,M420),Juniper 

Switches(EX4200) Virtual Chassis, Alcatel Lucent- Router(7750SR), Data communication 

tools, L2 & L3 VPN Services, IGP/EGP Routing, LAN /WAN services and tools. PSTN PRI 

level troubleshooting.  

 Technically astute with the ability to independently and successfully spearhead assigned 

tasks with technical sophistication and finesse in addition to awareness of latest trends and 

technological advancements in the industry. 

 
 
CORE COMPETENCIES 
 

~Design                                ~Deployment                 ~SLA Management 
~Implementation  ~ Network Security  ~Customer Relationship Management  
~Enterprise Networking ~Site Migration  ~ Cut-Sheet Analysis 
 

TECHNICAL SKILLS 
 
 

 

 Networking 

o Hardware, Software - Cisco router(C-7000 series) /switches (Cisco 3550, 3400, 3750), Juniper router 
MX960) Switches (EX4200 Virtual Chassis)& protocols, Alcatel-Lucent 7750SR-Services 
(VPRN,IES,EPIPE),  QoS for Cisco ,Juniper, Alcatel-Lucent. 

o Routing Protocol  :  BGP, MP-BGP , OSPF, ISIS 

o Switching: VLAN, VTP, STP, RSTP,MSTP  MPLS, 802.1Q, Ether Channel, Port-Security 

o Redundancy Protocol: HSRP, VRRP, GLBP 

o Standard & Tech :OSI,TCP/IP, Ethernet,Tunnels 

o Resiliency: Traffic Engineering- RSVP 

o Load Balancer: Basic understanding of BIG-IP F5 LTM 

 Security 

o Checkpoint: Checkpoint UTM-1 Edge, 4000, 12000, 13000 Appliance Firewall, Open Server 

o Cisco: ASA 5505, 5510, 5550 

o Juniper: 3000 series, 4200 

o Call Control Protocols on Voice Gateways( H.323, MGCP) 

o Call Routing redundancy and load balancing using failover 

 

 

 

 
 

 

 
 
 
 
 
PROFILE 
SUMMARY 



 

 

 WAN Technology 

o HDLC, PPP 

 

 Tools  

o IP Solution Centre (ISC), Putty, Secure-CRT, Microsoft Outlook.  

o Sevone-Performance Management, Juniper-Wandl 
 

ORGANIZATIONAL EXPERIENCE 
 

 

Company Name, Location                                                                                                    Jan 15 -present  
Designation 
 
Roles and Responsibilities:  

 
 Manage the IP/MPLS Services of Vodafone India Ltd. which includes FLDS,CEN, and CWW. 
 Establish and ensure implementation of NOC processes for smooth running of network & services. 
 Escalate technical issues to vendor and follow up for resolution. 
 Troubleshooting ILL, VPN (L2VPN, L3VPN, GRE, DMVPN) and Multicast Customers escalated issues for 

service interruptions/fluctuations, latency, packet drops etc. 
 Re-routing traffic by tweaking BGP attributes, pointing static route to desired destination for latency and 

packet drops reported cases. 
 Troubleshooting Traffic-Engineering related issues optimizing LSP path in-case of major failure, re-

routing traffic. 
 Deeply investigating the LSP path switch-over in-case of Track-flap reported cases, analyzing fluctuation 

hit traversing different AS implemented with Option-C NNI. 

 
Company 2 Name , Location                                         Oct14 –Jan 15  
Designation 
 
Key Result Areas: 
 Manage the IP/MPLS Services of Vodafone India Ltd. which includes FLDS,CEN, and CWW. 
 Establish and ensure implementation of NOC processes for smooth running of network & services. 
 Escalate technical issues to vendor and follow up for resolution. 
 Troubleshooting ILL, VPN (L2VPN, L3VPN, GRE, DMVPN) and Multicast Customers escalated issues for 

service interruptions/fluctuations, latency, packet drops etc. 
 Re-routing traffic by tweaking BGP attributes, pointing static route to desired destination for latency and 

packet drops reported cases. 
 Troubleshooting Traffic-Engineering related issues optimizing LSP path in-case of major failure, re-

routing traffic. 
 Deeply investigating the LSP path switch-over in-case of Track-flap reported cases, analyzing fluctuation 

hit traversing different AS implemented with Option-C NNI. 
 

ACADEMIC DETAILS 

 B.Tech (Computer Science) from Bharti Vidyapeeth University, Pune, India, 2012. 
 12th from DPS Pune(CBSE Board), in 2006. 
 10th from DPS Pune(CBSE Board),  in 2004. 
 
PERSONAL DETAILS 

Date of Birth:   01 January 2018 
Languages Known:  English & Hindi 
Sex :    Male 

Marital Status:   Single 

Passport No:  XXXXXXX 
Permanent Address:   ABC, ABC, ABCE 
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FULL NAME 
Email: youremail@email.com   
Phone:  +91-xxxxxxxxx 
Current Location: Pune 
Preferred Location: All over India 

 

  PROFILE SUMMARY 
 

 Experience in configuring, installing & maintaining CheckPoint, Juniper & Cisco ASA Firewalls. 

 Delivered firewall deployment Security project. 

 Implementation Checkpoint Firewall standalone & distributed environment. 

 Day to day operational changes & Incidents. 

 Having experience on Firewall migration project. 

 Experienced in configuring VPN and applying security policy on various platform in checkpoint & ASA Firewall 

 Configuring firewall policies, NAT rules, VRRP/ClusterXL configuration. 

 Ability to provide solution and resolve network issues to optimize network security & efficiency besides 

maintaining high quality standards 

 Eager to contribute in a team-oriented environment and work for business growth 

  TECHNICAL SKILLS 
 

 Firewall: Checkpoint, Cisco, Juniper 

 Checkpoint: Firewall, Management Server 

 Cisco: ASA, ASDM 

 Juniper: SRX Firewall 

 F5: LTM Basic 

Security Hardware:  

 Checkpoint: Checkpoint UTM-1 Edge, 4000, 12000, 13000 Appliance Firewall, Open Server 

 Cisco: ASA 5505, 5510, 5550 

 Juniper: 3000 series, 4200 

 F5: Big-IP 1600 LTM, 3900 LTM 

 Other Hardware Tool & Product: BMC Remedy Mid-Tier 7.0 & 8.1, HPSM, Nagios 

 Technical Competence: Basic Networking (OSI Model, TCP/IP protocol suite-IP, TCP, UDP, FTP, DNS, DHCP); Core 

Network (Subnetting, NAT / PAT, CIDR, ICMP, Switching and Routing). 

 Checkpoint Firewall Clusters Version Secure Platform R76, Gaia R76/R77 (Workflow, Management Portal, 

Clustering of Firewall & High Availability of Management Server) 

 Configuring VPN and applying security policy on checkpoint R70/71, Gaia R76/R77 & cisco ASA 

 Solely responsible for monitoring of multiple Cisco & CheckPoint-1 firewalls environment  with the help of 

various monitoring tools  (SmartDashboard, SmartView Monitor, Smartview Tracker, SmartLog, Zenoss) 

 Setup and maintained CheckPoint-1 security policies including NAT, VPN and SecuRemote access 

 Monitor, install, upgrade, configure & troubleshoot production and corporate network issues. Network 

environment includes Cisco 5505, 5510 ASA, Checkpoint, UTM-1 Edge, 4000, 12000, 13000 Appliance Firewall  

mailto:youremail@email.com


 

PROFESSIONAL EXPERIENCE 

 

Company Name 
Designation 
June 2015-till Now 
 
Roles & Responsibilities: 

 Designing rule & creating Incident Record (IR) Firewall Rule Request form as per customer requirement. 

 Join calls with customer to understand their requirement. 

 Attending weekly cab meeting for getting approval from change board. 

 Adding rule verifying & correcting it in Checkpoint firewall,   

 Adding rule in Juniper Netscreen, Srx & Junos Space firewall. 

 Handle day to day security incidents. 

 Planning and implementing of customer changes, based around an ITIL framework. 

 Implementation & migration security devices. 

 Firewall upgrade. 

 F5- Load Balancer configuration. 

 Checkpoint firewall migration. 

 Handles incident & change process. 

 Creating documents for firewall upgrades/implementation. 

  EDUCATION 
 

QUALIFICATION BOARD/UNIVERSITY YEAR OF PASSING PERCENTAGE 

B.E. College Name 2015 71.87 % 

H.S.S.C. School Name 2010 63.62 % 

S.S.C. School Name 2008 75.53 % 

 
 

  PERSONAL DOSSIER 

Date of Birth                     : 01 Jan 2018 
Permanent Address : ABC, ABC, ABC 
Current address               : Pune 
Nationality                        : Indian 
Marital Status                  : Single 



PDF Format/Template_4.pdf
 
FULL NAME 
 
Email:  yourname@email.com                                                                         
Phone: +91-9999999999 
Current Location: Pune 
Preferred Location: All over India  

 
CAREER OBJECTIVE 
 
To put by abilities and learning skills to best use and make my effective contribution to an organization for a 
bright and rewarding career. 
 

TECHNICAL CERTIFICATIONS 
 

o CCNA Routing and Switching (200-125) 
o CCNA Security: 210-260 IINS 

 

PROFESSIONAL EXPERIENCE 
 

Company Name 
       Designation: Network Security Engineer 
       Duration      : 2th Nov 2015 – Till date  
 

Roles & Responsibilities 
 

 Working on change request as part of change management team. 

 Implementation of required changes in Network devices by following change management process. 

 Implement changes on ASA firewall, Checkpoint firewall and BIG IP LTM (F5)  

 Configuring firewall rules and providing access to the users as per the user requirement. 

 ASA Security Appliance (5500 series), Initializing Basic Setup | failover | Device Management | Static Route 

Tracking | Nat on ASA (8.2|8.4). 

 BIG IP LTM (F5), Virtual server | pool members |Monitor. 

 Responsible for coordinating with international carrier for provisioning new circuits within SLA. 

 Responsible for maintaining capacity report for different cable systems. 

 Co-Ordination with all Submarine Cable system SMW4,SMW3,I2I,AAG,APCN2,UNITY,IMEWE,FLAG,SINGTEL, 

for E2E delivery. 

 Coordinating with worldwide carrier partners as Verizon, AT&T, Level3, Cable & Wireless, SingTel, Telstra, 

PCCW, HGC, Sri Lanka Telecom, Etisalat, COLT, Interoute, Telecom Italia, Epsilon, XO Communications, Star 

Hub, for capacity activation and deactivation. 

 Responsible for coordinating with remote hand support engineer for the O&M activities 

 Responsible for raising cross connect requests with other service provider. 

 Involved in Order Management activities include validation, approval, feasibility, target delivery timeliness 

and implementation of order as per customer requirement. Working closely with Product, access & 

feasibility and partner management teams to choose best deal as per the solution closed for the particular 

project. 

 Providing restoration path for the circuits affected during any Major Cable failure. 

 

mailto:yourname@email.com


TECHNICAL EXPERTISE 
 
 

Technologies Wire line Core Backbone Network (MPLS, L3VPN, DIA), LAN, WAN                                                

Wireline   MPLS Network, L3VPN, DIA, L2VPN. 

Devices Cisco switches (3500, 3400, 3750 & 2960 ),Huwai Switch     
(CX200,CX400) 
Juniper(M10,M20,M40&M320),Cisco(7600,6500,1700,1800,2600,2800), 
Nexus 5k & Huwai (CX600) Router, ASA Security Appliance (5500 series) 

Routing OSPF, BGP, MPLS (Layer-3 / Layer-2 MPLS VPN Services, Inter AS MPLS 

VPN Services), QoS. 

 

Firewall Cisco ASA 5500 (5510, 5520, 5525), CSM (Cisco Security 

Manager)(3.3.1,4.8,4.12) 

Checkpoint firewall (R70, R75 & R77.20 

Loadbalancer BIG IP LTM (F5) 

Switching VLAN and Trunk Configuration, VTP Protocol, VPC on Nexus, STP (PVSTP, 

RSTP & MISTP), HSRP-VRRP, Ether Channel and port security 

 

NMS AMS (Alarm monitoring system), Cisco prime LMS, PRGT, Nagios. 

 

ACADEMIC QUALIFICATION 
      

 B.Tech (Computer Science) from Bharti Vidyapeeth University, Pune, India, 2012. 

 12th from DPS Pune(CBSE Board), in 2006. 

 10th from DPS Pune(CBSE Board),  in 2004. 

 

PERSONAL DETAILS 
      

Date of Birth  : 14th Oct, 1992 
PAN No.                :            FRBPS4541D 

Marital Status  : Single 

Nationality   : Indian 
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xxxxxxxxxx@imedita.com

file_2.jpg


file_3.wmf



CAREER OBJECTIVE

Seeking a long term position in Networking Domain with prestigious organization which provides an ambience where I can enhance my technical and personal skills and utilize them to benefit the organization. 

Professional Certification: CCNA Security - 210-260 IINS, CCNP Security
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 TECHNICAL KNOWLEDGE

NETWORKING HARDWARE

Routers		:		Cisco (1800,2500,2600,2800,2900,3600,3700)
Switches		:		Cisco (2900,3550,3560,3750)
Firewall		:		Cisco (5510,5512, 5512,5520)	
Iron Port		:		Cisco (S170)
Access Point	:		Cisco (1242)
WLC		:		Cisco (2504)
IPS/IDS		:		Cisco (4240,4255)


FIREWALL:  
	Routing, NAT, ACL, Object-Group, CTP, Transparent Firewall, Context, Failover, VPNs, MPF,  VPN-Load Balancing, Zero-down-time-upgrade, Firewall management etc.

ASA OS 9.x Features like Clustering, BGP on ASA, Dynamic Routing in multiple mode, OSPFv3 on ASA,
Site-Site in Multiple mode, NAT with IPv6, Site-Site with IPv6 on ASA, SSL With IPv6, Failover Active-Standby & Active-Active With IPv6.

VPN: 
	Site-Site VPN, Remote Access VPN, DMVPN, GETVPN, SSL-VPN, FLEX VPN.


WEB SECURITY:
Iron-Port, Worked on technologies like URL filtering, bandwidth management, malware protection, AD integration, Proxy authentication etc.

NETWORK MANAGEMENT: 
	AAA (Authentication, Authorization, Accounting), RADIUS, TACACS+, ISE.

IDS/IPS: 
	Cisco 4220, 4455 etc. Worked on technologies like VLAN-pair, Interface-pair, Signature tuning, monitoring, logs etc.
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        PROFESSIONAL EXPERIENCE


Company: Company Name
Designation: Technical Consultant Network Security
Period: March 2015- Till present

Roles & Responsibilities:

	Configuration and t shoot of switch and router along complete 34 fortis sites.

To do changes in network (which includes IOS upgradation, Route the traffic from Primary to secondary if Primary link is flapping, adding vlan, adding a routes, password breaking of router and switches, managing unmanaged network)
Implemented all layer 2 security in our network to more it more secure.(DHCP SNOOPING,PORT SECURITY,SSH V2, )
Mainly responsible in dealing with S1 and S2 incidents.
Timely completion of given activity and to generate daily link utilization report with SLA achievement more than 95 %
Worked on tools for monitoring 
	Vendor management with ABC COMMUNICATIONS in case of any site outage.
Implemented SITE TO SITE VPN Using IPSEC 
Very good knowledge of HSRP and STP protocols(Implemented HSRP in our network for redundancy )
Responsible for routers and switches hardening and enabling security features

Company: Company Name
Designation: Designation 
Period: July 2014- March 215

Roles & Responsibilities:

	Backup of routers

Maintaining cisco routers and switches.
Troubleshoot problems related to LAN users.
Backup of IOS
Good knowledge on OSI LAYERS and TCP/IP protocols.(IP,ICMP,TCP,SMTP,FTP,UDP)
Configuration of NAT/PAT,ACL on Cisco routers and Switches.
Configuration of VLAN , VTP
Maintenance of cisco routers 1800,2800 and cisco switches 2960,3550.
Assigning  port security
Configuration of Static, Dynamic (RIP, RIP2, OSPF & EIGRP) and Default Routing protocols.
VLAN configuration over switches and make machines communicate in LAN & WAN connectivity
LAN technologies - Ethernet, Fast Ethernet, Gigabit Ethernet, 
Implemented  ether channel on switches
Troubleshooting different kind of links or management problems in case of failure.
Troubleshooting VLAN,VTP,TRUNK LINK,OSPF, EIGRP.
Configuration of Standard & Extended  in ACL.
Configuration of PORT-Security over Switches (Manually).
Configuration  VTP modes of Server, Client & Transparent in Cisco Switches.
Trunking configuration in Switches and troubleshoot
Backup of complete NVRAM and RAM of the Router and restore them when ever required
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ACADEMIC QUALIFICATIONS


Year
Degree
Institute/School
2014
B.Tech/BE
Laxmi Devi Institute of Engineering and Technology, Alwar

(Information Technology)
Rajasthan Technical University
2010
Class XII (CBSE)
Boys School Chirag Enclave New Delhi
2007
Class X (CBSE)
R.C.C.E Public School



file_10.jpg


file_11.wmf


EXTRA-CURRICULAR ACTIVITY

	Lead Coordinator at CRIFOTESS (cricket, football, chess event) at College level. 

Played football tournament at IMS Ghaziabad and qualified till quarter finals amongst 70 teams. 
Successfully coordinated various activities and events in college technical fests SANGRAM 2014 & SANGRAM 2013. 
Motivated juniors to participate in various cultural, technical activities in the college. 
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PERSONAL INFORMATION

Date of Birth
:
XXXXX
Permanent Address
:
Sample, Sample, Sample, 411045
Languages
:
English, Hindi.
Marital Status
:
XXXX
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YOUR NAME
E-Mail: youremail@domain.com 
Contact: +91-9999999999
 


 (
PROFILE
SUMMARY
)
· Having total of 5.2years’ experience in IP- Networking working with Major Tier1 and Tier2 ISP Networks,
· Currently working with Vodafone India LTD as Senior Engineer – IP-Services NOC.
· Competent professional qualified with B.E Electronics & Communications from Pune University backed by Cisco Certified (CCNA 640-802, CCNP Route 642-902 CSCO12104451,TSHOOT-300-115),Juniper Certified (JNCIA Certified ID: JPR00259634),Alcatel-Lucent University Certified Trainings (SR-OS Fundamentals, SR-OS Services Implementation)
· Functional expertise in Network technology, MPLS Planning\Implementation, Networking hardware and software, troubleshooting, client interfacing and customer service and support.
· Proficient in Installation, Configuration, provisioning, management & trouble shooting of network components/ peripherals with exposure across Cisco router(7606,7609,7200) & switches(3750,2960), Juniper Router(MX960,M480,M420),Juniper Switches(EX4200) Virtual Chassis, Alcatel Lucent- Router(7750SR), Data communication tools, L2 & L3 VPN Services, IGP/EGP Routing, LAN /WAN services and tools. PSTN PRI level troubleshooting. 
· Technically astute with the ability to independently and successfully spearhead assigned tasks with technical sophistication and finesse in addition to awareness of latest trends and technological advancements in the industry.


CORE COMPETENCIES

~Design 	                              ~Deployment		               ~SLA Management
~Implementation		~ Network Security		~Customer Relationship Management 
~Enterprise Networking	~Site Migration		~ Cut-Sheet Analysis

TECHNICAL SKILLS



· Networking
· Hardware, Software - Cisco router(C-7000 series) /switches (Cisco 3550, 3400, 3750), Juniper router MX960) Switches (EX4200 Virtual Chassis)& protocols, Alcatel-Lucent 7750SR-Services (VPRN,IES,EPIPE),  QoS for Cisco ,Juniper, Alcatel-Lucent.
· Routing Protocol  :  BGP, MP-BGP , OSPF, ISIS
· Switching: VLAN, VTP, STP, RSTP,MSTP  MPLS, 802.1Q, Ether Channel, Port-Security
· Redundancy Protocol: HSRP, VRRP, GLBP
· Standard & Tech :OSI,TCP/IP, Ethernet,Tunnels
· Resiliency: Traffic Engineering- RSVP
· Load Balancer: Basic understanding of BIG-IP F5 LTM
· Security
· Checkpoint: Checkpoint UTM-1 Edge, 4000, 12000, 13000 Appliance Firewall, Open Server
· Cisco: ASA 5505, 5510, 5550
· Juniper: 3000 series, 4200



· WAN Technology
· HDLC, PPP

· Tools 
· IP Solution Centre (ISC), Putty, Secure-CRT, Microsoft Outlook. 
· Sevone-Performance Management, Juniper-Wandl

ORGANIZATIONAL EXPERIENCE


Company Name, Location		                                                                                                  Jan 15 -present 
Designation

Roles and Responsibilities: 

· Manage the IP/MPLS Services of Vodafone India Ltd. which includes FLDS,CEN, and CWW.
· Establish and ensure implementation of NOC processes for smooth running of network & services.
· Escalate technical issues to vendor and follow up for resolution.
· Troubleshooting ILL, VPN (L2VPN, L3VPN, GRE, DMVPN) and Multicast Customers escalated issues for service interruptions/fluctuations, latency, packet drops etc.
· Re-routing traffic by tweaking BGP attributes, pointing static route to desired destination for latency and packet drops reported cases.
· Troubleshooting Traffic-Engineering related issues optimizing LSP path in-case of major failure, re-routing traffic.
· Deeply investigating the LSP path switch-over in-case of Track-flap reported cases, analyzing fluctuation hit traversing different AS implemented with Option-C NNI.

Company 2 Name , Location						                                   Oct14 –Jan 15 
Designation

Key Result Areas:
· Manage the IP/MPLS Services of Vodafone India Ltd. which includes FLDS,CEN, and CWW.
· Establish and ensure implementation of NOC processes for smooth running of network & services.
· Escalate technical issues to vendor and follow up for resolution.
· Troubleshooting ILL, VPN (L2VPN, L3VPN, GRE, DMVPN) and Multicast Customers escalated issues for service interruptions/fluctuations, latency, packet drops etc.
· Re-routing traffic by tweaking BGP attributes, pointing static route to desired destination for latency and packet drops reported cases.
· Troubleshooting Traffic-Engineering related issues optimizing LSP path in-case of major failure, re-routing traffic.
· Deeply investigating the LSP path switch-over in-case of Track-flap reported cases, analyzing fluctuation hit traversing different AS implemented with Option-C NNI.



ACADEMIC DETAILS
· B.Tech (Computer Science) from Bharti Vidyapeeth University, Pune, India, 2012.
· 12th from DPS Pune(CBSE Board), in 2006.
· 10th from DPS Pune(CBSE Board),  in 2004.

PERSONAL DETAILS
Date of Birth:			01 January 2018
Languages Known:		English & Hindi
Sex :				Male
Marital Status:			Single
Passport No:	 XXXXXXX
Permanent Address:		 ABC, ABC, ABCE
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  PROFILE SUMMARY

· Experience in configuring, installing & maintaining CheckPoint, Juniper & Cisco ASA Firewalls.
· Delivered firewall deployment Security project.
· Implementation Checkpoint Firewall standalone & distributed environment.
· Day to day operational changes & Incidents.
· Having experience on Firewall migration project.
· Experienced in configuring VPN and applying security policy on various platform in checkpoint & ASA Firewall
· Configuring firewall policies, NAT rules, VRRP/ClusterXL configuration.
· Ability to provide solution and resolve network issues to optimize network security & efficiency besides maintaining high quality standards
· Eager to contribute in a team-oriented environment and work for business growth
  TECHNICAL SKILLS

· Firewall: Checkpoint, Cisco, Juniper
· Checkpoint: Firewall, Management Server
· Cisco: ASA, ASDM
· Juniper: SRX Firewall
· F5: LTM Basic
Security Hardware: 
· Checkpoint: Checkpoint UTM-1 Edge, 4000, 12000, 13000 Appliance Firewall, Open Server
· Cisco: ASA 5505, 5510, 5550
· Juniper: 3000 series, 4200
· F5: Big-IP 1600 LTM, 3900 LTM
· Other Hardware Tool & Product: BMC Remedy Mid-Tier 7.0 & 8.1, HPSM, Nagios
· Technical Competence: Basic Networking (OSI Model, TCP/IP protocol suite-IP, TCP, UDP, FTP, DNS, DHCP); Core Network (Subnetting, NAT / PAT, CIDR, ICMP, Switching and Routing).
· Checkpoint Firewall Clusters Version Secure Platform R76, Gaia R76/R77 (Workflow, Management Portal, Clustering of Firewall & High Availability of Management Server)
· Configuring VPN and applying security policy on checkpoint R70/71, Gaia R76/R77 & cisco ASA
· Solely responsible for monitoring of multiple Cisco & CheckPoint-1 firewalls environment  with the help of various monitoring tools  (SmartDashboard, SmartView Monitor, Smartview Tracker, SmartLog, Zenoss)
· Setup and maintained CheckPoint-1 security policies including NAT, VPN and SecuRemote access
· Monitor, install, upgrade, configure & troubleshoot production and corporate network issues. Network environment includes Cisco 5505, 5510 ASA, Checkpoint, UTM-1 Edge, 4000, 12000, 13000 Appliance Firewall 

PROFESSIONAL EXPERIENCE

Company Name
Designation
June 2015-till Now

Roles & Responsibilities:
· Designing rule & creating Incident Record (IR) Firewall Rule Request form as per customer requirement.
· Join calls with customer to understand their requirement.
· Attending weekly cab meeting for getting approval from change board.
· Adding rule verifying & correcting it in Checkpoint firewall,  
· Adding rule in Juniper Netscreen, Srx & Junos Space firewall.
· Handle day to day security incidents.
· Planning and implementing of customer changes, based around an ITIL framework.
· Implementation & migration security devices.
· Firewall upgrade.
· F5- Load Balancer configuration.
· Checkpoint firewall migration.
· Handles incident & change process.
· Creating documents for firewall upgrades/implementation.
  EDUCATION

	QUALIFICATION
	BOARD/UNIVERSITY
	YEAR OF PASSING
	PERCENTAGE

	B.E.
	College Name
	2015
	71.87 %

	H.S.S.C.
	School Name
	2010
	63.62 %

	S.S.C.
	School Name
	2008
	75.53 %




  PERSONAL DOSSIER
Date of Birth                     : 01 Jan 2018
Permanent Address	: ABC, ABC, ABC
Current address               : Pune
Nationality                        : Indian
Marital Status                  : Single
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FULL NAME

Email:  yourname@email.com                                                                        
Phone: +91-9999999999
Current Location: Pune
Preferred Location: All over India 

CAREER OBJECTIVE

To put by abilities and learning skills to best use and make my effective contribution to an organization for a bright and rewarding career.

TECHNICAL CERTIFICATIONS

· CCNA Routing and Switching (200-125)
· CCNA Security: 210-260 IINS

PROFESSIONAL EXPERIENCE

Company Name
       Designation: Network Security Engineer
       Duration      : 2th Nov 2015 – Till date 

Roles & Responsibilities

· Working on change request as part of change management team.
· Implementation of required changes in Network devices by following change management process.
· Implement changes on ASA firewall, Checkpoint firewall and BIG IP LTM (F5) 
· Configuring firewall rules and providing access to the users as per the user requirement.
· ASA Security Appliance (5500 series), Initializing Basic Setup | failover | Device Management | Static Route Tracking | Nat on ASA (8.2|8.4).
· BIG IP LTM (F5), Virtual server | pool members |Monitor.
· Responsible for coordinating with international carrier for provisioning new circuits within SLA.
· Responsible for maintaining capacity report for different cable systems.
· Co-Ordination with all Submarine Cable system SMW4,SMW3,I2I,AAG,APCN2,UNITY,IMEWE,FLAG,SINGTEL, for E2E delivery.
· Coordinating with worldwide carrier partners as Verizon, AT&T, Level3, Cable & Wireless, SingTel, Telstra, PCCW, HGC, Sri Lanka Telecom, Etisalat, COLT, Interoute, Telecom Italia, Epsilon, XO Communications, Star Hub, for capacity activation and deactivation.
· Responsible for coordinating with remote hand support engineer for the O&M activities
· Responsible for raising cross connect requests with other service provider.
· Involved in Order Management activities include validation, approval, feasibility, target delivery timeliness and implementation of order as per customer requirement. Working closely with Product, access & feasibility and partner management teams to choose best deal as per the solution closed for the particular project.
· Providing restoration path for the circuits affected during any Major Cable failure.

TECHNICAL EXPERTISE


	Technologies
	Wire line Core Backbone Network (MPLS, L3VPN, DIA), LAN, WAN                                               

	Wireline  
	MPLS Network, L3VPN, DIA, L2VPN.

	Devices
	Cisco switches (3500, 3400, 3750 & 2960 ),Huwai Switch     (CX200,CX400) Juniper(M10,M20,M40&M320),Cisco(7600,6500,1700,1800,2600,2800), Nexus 5k & Huwai (CX600) Router, ASA Security Appliance (5500 series)

	Routing
	OSPF, BGP, MPLS (Layer-3 / Layer-2 MPLS VPN Services, Inter AS MPLS VPN Services), QoS.


	Firewall
	Cisco ASA 5500 (5510, 5520, 5525), CSM (Cisco Security Manager)(3.3.1,4.8,4.12)
Checkpoint firewall (R70, R75 & R77.20

	Loadbalancer
	BIG IP LTM (F5)

	Switching
	VLAN and Trunk Configuration, VTP Protocol, VPC on Nexus, STP (PVSTP, RSTP & MISTP), HSRP-VRRP, Ether Channel and port security


	NMS
	AMS (Alarm monitoring system), Cisco prime LMS, PRGT, Nagios.



ACADEMIC QUALIFICATION
     
· B.Tech (Computer Science) from Bharti Vidyapeeth University, Pune, India, 2012.
· 12th from DPS Pune(CBSE Board), in 2006.
· 10th from DPS Pune(CBSE Board),  in 2004.

PERSONAL DETAILS
     
Date of Birth		:	14th Oct, 1992
PAN No.              		:            FRBPS4541D
Marital Status		:	Single
Nationality			:	Indian
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